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* * * First Change* * *

5.21.0
General

5GC supports different deployment scenarios, including but not limited to the options below:

-
A Network Function instance can be deployed as fully distributed, fully redundant, stateless, and fully scalable NF instance that provides the services from several locations and several execution instances in each location.
-
This type of deployments would typically not require support for addition or removal of NF instances for redundancy and scalability. In the case of an AMF this deployment option may use enablers like, addition of TNLA, removal of TNLA, TNLA release and rebinding of NGAP UE association to a new TNLA to the same AMF.

-
A Network Function instance can also be deployed such that several network function instances are present within a NF set provide fully distributed, fully redundant, stateless and scalability together as a set of NF instances.
-
This type of deployments may support for addition or removal of NF instances for redundancy and scalability. In the case of an AMF this deployment option may use enablers like, addition of AMFs and TNLAs, removal of AMFs and TNLAs, TNLA release and rebinding of NGAP UE associations to a new TNLA to different AMFs in the same AMF set.

-
The SEPP, although not a Network Function instance, can also be deployed fully distributed, fully redundant, stateless, and fully scalable.
Also, deployments taking advantage of only some or any combination of concepts from each of the above options is possible.

* * * Next Change* * *

6.2.17
SEPP

The Security Edge Protection Proxy (SEPP) is a non-transparent proxy and supports the following functionality:

-
Message filtering and policing on inter-PLMN control plane interfaces

NOTE:
The SEPP protects the connection between Service Consumers and Service Producers from a security perspective, i.e. the SEPP does not duplicate the Service Authorization applied by the Service Producers as specified in clause 7.1.4.

-
Topology hiding

Detailed functionality of SEPP, related flows and the N32 reference point, are specified in TS 33.501 [29].

The SEPP applies the above functionality to every Control Plane message in inter-PLMN signalling, acting as a service relay between the actual Service Producer and the actual Service Consumer. For both Service Producer and Consumer, the result of the service relaying is equivalent to a direct service interaction. Every Control Plane message in inter-PLMN signalling between the SEPPs may pass via IPX entities. More details on SEPPs and the IPX entities are described in TS 29.500 [49] and TS 33.501 [29].
* * * End of Changes* * *

